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Abstract
The changes in the security environment suggest the need for the society to be adequately organized in order that relevant authorities could efficiently tackle various forms of criminality of modern times. Most of the countries in the world have successfully developed criminal intelligence. The guiding principle of this concept is the shift of police operations toward crime prevention activities focusing on security relevant entities (criminals, criminal environments, organizations, events) with the aim of cutting crimes or having timely information to efficiently deal with a criminal environment. The connection between traditional policing and criminal intelligence is the major topic of modern-time discussions on security issues. It becomes clear that policing in the public security sector, without involving intelligence, is not the adequate strategy to prevent and combat modern forms of crime. Theories are the beginning and ultimate source of any scientific endeavour, and the basic unit of the scientific knowledge. The total knowledge achieved through intelligence studies is structured in a form of criminal intelligence theories. The scientific results offered by criminal intelligence theories are not the ultimate truths. They should rather be regarded as the scientific achievements in the field of criminal intelligence. The future generations and scholars should continue the academic efforts aimed at refuting or improving the old criminal intelligence theories and developing new, up-to-date and more useful theories, which, again, by their nature, are subject to changes. This is a natural scientific cycle. Any society and state, with their distinctive elements, provide conditions in which criminal intelligence is created, formed and developed as a reference value, upon which the profile of criminal intelligence will be largely dependent.  To that end, one may raise a question: How can we measure the value of criminal intelligence theory? We measure it by how useful the theory is with regard to the explanation it offers for the reality, i.e. practical policing that is abstractly explained by the theory. The author tries to study, analyse and develop the theoretical bases of functioning of the new model of policing with a special accent on the functionality of intelligence and determinants that have an impact on its applicability in police work, while observing the trend of the so-called security changes
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Traditional and contemporary theory of criminal intelligence
The quality of life of citizens of one state is a multi-layered category. The main criterion for assessing the quality of life of an individual is his personal, social and general standard. The security of a country is, in the first place, its system activity. It is, essentially, „a condition of a balanced physical, spiritual, social and material existence of an individual and the social community in relation to other individuals, social communities and nature " (Abazović, 2012: 30).  Security is a dynamic category that implies a systematic activity of all relevant stakeholders in a global, international, regional, state and local context, aimed at combating and eliminating dangers from natural, social, economic, ecological, military and non-military stakeholders depending on the threat environment. (Kržalić, 2009: 27). Intelligence theories are meant to meet the security standard. Intelligence theories developed directly from human practices and it is, therefore, logical that notions and principles of security, threats, risks and predictions are associated with those practices. Yet, it took a long time for humankind to shape up the initial theoretical propositions for studying intelligence issues. The development of the theory of intelligence in the context of theoretical foundations of the science of security and contribution of intelligence to preventing contemporary security challenges and threats is a very complex cognitive and practical process requiring that a large number of elements of heterogeneous nature are covered. Intelligence theories rely upon other scientific disciplines.

Terrorism within Europe, until 2004, was limited to internal, historical conflict between the state and dissenting factions, such as Spain’s Euskadi TaAskatasuna (ETA) or the Irish Republican Army (IRA) in the United Kingdom. Islamic violence was strongly linked to the Middle East, as well as to America’s “War on Terror” initiative following the attacks of September 11 (Friesen, 2007). The terrorist attacks can be regarded as a turning point in understanding the relevance of intelligence work. The events of that date attracted public attention, which the science could not do for centuries. (Sims, 2009) Contemporary theories of intelligence make it possible to understand the new theoretical and empirical findings, with the achievements in other scientific fields and disciplines upon which those theories of intelligence rely. Contemporary theories of intelligence have a multidisciplinary character, and make a theoretical and methodological correspondence with other scientific achievements, and a relevant contribution to understanding the phenomenology and aetiology of the intelligence phenomenon. They provide a scientific framework for the exact explanation of the intelligence phenomenon, which is, a combination of the scientific and educational aspects and the scientific research aspects. The development and improvement of theories of intelligence follow the changes in the security environment. Those theories imply the scientific endeavours that are taken within the methodological and scientific-practical preparations and a more efficient response to modern security challenges, which directly or indirectly put a burden on the security reality.

The changed security setting imposes a need on the society to become adequately organized so that the proper authorities could be able to successfully combat different types of modern day crime. In order to efficiently combat all types of crimes, especially organized crime in a national and global context, activities are taken to harmonize the legislative and institutional framework with modern democratic legislative frameworks and police methodologies that contain new methods and make the operative work of the police more substantial and successful in view of the final results. The methods of criminalistics, like those of any other science, are finely connected and conditioned by the subject of investigation. The notion of criminalistics covers the criminal events within which it is necessary to detect, clarify and prove the elements of a possible crime. In order to efficiently detect, clarify and prove crimes, the police applies various criminal investigation methods, carries out a number of activities and measures of criminal investigation tactics and techniques, investigation actions (actions of proving), special investigation techniques and criminal intelligence work. Milosavljević (2009: 59) notes: ' The uninformed police is a paralysed police. The services with a lack of information can simply be said not to accomplish their duty'. According to Bošković and Matijević (2007), most of the European countries have been efficiently developing criminal intelligence as the basic segment of the activities to combat all kinds of organized crime. The guiding principle of this concept is the shift of police operations toward crime prevention activities focusing on the security relevant entities (criminals, criminal environments, organizations, events) with the aim of cutting crimes or having timely information to efficiently deal with a criminal environment. In that context, criminal investigation and intelligence work is an attempt to integrate information associated with strategy, planning, strategic management, intelligence and criminalistics. It requires good data bases and competent analysts with a lot of crime prevention knowledge. 

In the practice of criminalistics, the criminal intelligence function often boils down to the secret collection of information and criminal intelligence processing, which, basically, constitutes only a smaller part of criminal intelligence activities, as elaborated by the theoreticians such as Ratcliffe (2005), Rudman (2004), Mc Dowell (1997), Clark (2006) and others. The criminal intelligence activity is a practical and scientific innovation in criminal investigation. It can certainly contribute to more efficient crime prevention at all levels (strategic, tactical, operative). The implementation of the new police model into the segment of investigation calls for formal-legal, organisational and cultural changes, with special reference to the police management.  

The term used by the police to denote intelligence collection and processing activities is a syntagm criminal intelligence. In regard to that, criminal intelligence is fundamentally different from intelligence. It takes place within the legal system of one's own state, it is targeted toward perpetrators or potential perpetrators of criminal offences, the gravest ones, including organized crime, and its results are expected to have the value of either prevention or evidence (Fatić, Korać and Bulatović: 2010). Criminal intelligence is guided by the needs of the final beneficiary (police, investigator, etc.) data and information. Hence, the entire intelligence collection and processing work, from the moment when the intelligence task is set and further on, is led according to the task set by the beneficiary. In effect, all future beneficiaries of the intelligence processed product have an impact, from the very beginning, on the defining and tracing of the strategic and tactical directions of criminal intelligence (Bošković and Matijević, 2007). Criminal intelligence activities go beyond the traditional policing model as an original form of social repression, insofar as it includes the controversial methods disturbing the privacy of citizens conspiratively and establishing their responsibility in ways that are not transparent (Fatić, Korać and Bulatović: 2010). Criminal intelligence activity is a part of the criminal investigation work, as it requires a high level of expertise and a new organization of criminal investigation and police structures (Banović and Manojlović, 2008). Criminal intelligence is a dynamic activity that implies a high level of interconnectedness and phase dependence in the entire chain. 

In the narrow sense of the word, criminal intelligence can be viewed as a three-phase process: 1) Gathering criminal intelligence information, 2) Processing criminal intelligence information, and 3) Using criminal intelligence information. In the broader sense, a criminal intelligence activity involves, along with the above stated elements, ‘handling criminal intelligence sources, instruments, techniques and operations. A criminal intelligence activity cannot be imagined without a planned, organized, systematic and continued approach of the executive management of law enforcement agencies and other management and operation structures that should, based on strategic and political documents and their own programmes, from the ideological and cognitive sphere, concretize, verbalize and visualize the activities and capacities that lead to the achievement of objectives and tasks. In order to start the realization process, it is necessary to create a document called criminal intelligence study. According to Banović and Manojlović (2008: 78), a methodical criminal intelligence study for carrying out a criminal intelligence operation is a document that designs the methodics of criminal intelligence activity, and represents ' a key to success –  an intelligence compass ' and 'the tools to prevent crime'.  The approach to the prevention and control of crime based on crime investigation, security and police work, which is primarily guided by intelligence, calls for a developed methodical dimension. In criminal intelligence, methods are understood as the way of organization, selection, use of resources and performance of intelligence operations, meant to significantly improve the intelligence power of the units responsible to work in a criminal milieu and the cognitive value of collected materials, with the aim of preventing and cutting criminal activities before they can yield any consequences (Banović and Manojlović, 2008: 83). 



As Manojlović (2008) reflects, the criteria to classify intelligence inquiries can be broken down according to the role, aim, generality, scope, criterion of response and criterion of duration. As the stated criteria and morphology of an intelligence inquiry have a theoretical base and practical importance, the accent is placed on the division of intelligence inquiries according to the criterion of the role of intelligence inquiry, such as new-information, verification, mixed, problem and orientation inquiries. New-information intelligence inquiries are directed toward examining the new, unknown facts from criminal milieu that cannot be found in the police intelligence data base and do not relate to any specific activity. Verification intelligence inquiries are meant to verify the already existing intelligence from the intelligence data base. Mixed or prediction/verification police inquiries are carried out by searching the existing intelligence information from the intelligence data base and by inquiring, at the same time, a criminal milieu or specific criminal phenomenon. This is the most common approach to the intelligence inquiries in practice. In the theory of intelligence, the most complex and most important inquiries into criminal milieu are the problem intelligence inquiries. They reveal the principles, general and basic patterns in criminal activities. Intelligence gathered through such an inquiry forms the base for collecting the evidence necessary for the investigation of serious crimes. Orientation or preparation intelligence inquiries are carried out when there is not enough intelligence on a criminal phenomenon in the police-intelligence data base. In this way one collects intelligence necessary to formulate a request to the relevant authority for obtaining the approval to apply special investigation measures, usually in order to start the problem intelligence inquiry.

While making a distinction between the traditional intelligence collection and processing work applied by intelligence services and the criminal intelligence work typical of the police, Fatić, Korać and Bulatović (2010) note that the traditional intelligence collection and processing work is carried out on behalf of a state, towards other states or non-state stakeholders, which, in democratic societies, belongs to the sphere beyond the legal jurisdiction of one's own state. On the other hand, the criminal intelligence work is carried out to cover all potential risk factors for involvement in crime, primarily on the territory of one's own state. This fact reveals the most crucial distinction between the traditional and criminal intelligence work, i.e. the traditional intelligence is in most of its manifestations illegal in the states where it is carried out, while criminal intelligence is strictly in compliance with the law. As for the typical security intelligence work, the focus is on efficiency, with legality not being taken into account, traditionally. This does not mean, however, that no attention is paid at all to international consequences that may arise. Hence, certain diplomatic customs were set with regard to treating intelligence operatives, depending on their status, especially the members of the diplomatic staff. To reduce the risk for intelligence operatives, they are, whenever it is possible, awarded a diplomatic status, with the offices of diplomatic and consular missions abroad being their operating bases.

The connection between the traditional police work and criminal intelligence work is the main topic of all contemporary discussions. It becomes clearer that police work in the public security sphere, which does not involve taking over intelligence competencies, powers and tasks by traditional services which by themselves rely more and more upon their own intelligence, is not an adequate strategy for prevention and fight against present day crimes. Crime investigation agencies in the world, which serve as role models, suggest that the police should take over intelligence functions (Banović and Manojlović, 2008). 
The approach of a number of authors from the theoretical and practical point of view does not make a distinction between the intelligence that involves intelligence service, counterintelligence service, military intelligence and military counterintelligence service on one side and, the intelligence involving the activities of law enforcement agencies. Pursuant to this, it is important to note that the above mentioned agencies work within different legal contexts that define their role. The need to set up a proper structure of the intelligence organisational units, as well as the system and methods for intelligence inquiries into criminal milieu, criminal activities and organizations, is a theoretical and practical reality. According to Manojlović (2008: 42),  an intelligence inquiry ' is a logical and technical system of mental and other accompanying intelligence activities, which helps, by the application of intelligence methods, to recognize, check and verify the already existing intelligence or get the new intelligence“.

The traditional intelligence cycle, according to Clark (2006: 10), consists of six phases: 1) requirements and needs; 2) planning and guidelines, 3) collection, 4) processing, 5) analysis and production, 6) dissemination. The traditional concept of the intelligence cycle prevails because of the suitability of the so called Problem Solving Conventional Paradigm. The cycle goes on logically, following the rule that the intelligence problem is treated through an interrupted, regular and linear process, by analysing the issue (problem) in order to find an answer (solution)
. The first step is understanding the issue, which is followed by data collection and analysis. Analytical techniques are applied in an effort to have the questions answered. This pattern of thinking helps to solve a problem text in a simple manner and is always used almost instinctively in the agencies. In fact, conventional wisdom holds that too complex problems call for a different approach that will not attempt to solve the problem through a real, basic, and linear cognitive process. The human mind does not work in a linear way, but it leaps around from one part of the problem onto the other one in the solution finding process. In practice, intelligence workers can leap backward from the phase of analysis to the phase of collection, and then to the phase of giving out assignments, and then again to the phase of collection, and back to the phase of analysis, which, at first glance, may seem to be very messed out, with nothing to remind of a cycle or circle.  The alternative to the traditional cycle has made all stakeholders, including customers, a part of the intelligence process. The stakeholders in the intelligence community consist of the information collection staff (collectors), information processing staff (processors), analysts, and the staff responsible for planning and building the support system for the previously mentioned. The consumers may be, for instance, the President, the Headquarters of the National Security Council, the Military Command Headquarters, diplomats, Ministry of Internal Affairs, local law enforcement agencies, warship commanders, etc. The cooperation of these stakeholders in the target-oriented intelligence process makes a network that can hold his own with the opposing networks.
In the criminal intelligence work and process, an analyst poses a question as to 'why' a certain event happened, lifting himself out of the tactical analysis and anchoring to the strategic analysis in an attempt to detect the cause of the problem. Such an approach of the analyst makes it possible to have a modern view on the proactive solving of security problems. 
Figure no. 1 Intelligence process as focused on central target
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Source: (Clark, 2006: 14)

The figure defines the intelligence process as being focused on the central target (target-centric)  or  oriented toward the target /objective (objective-oriented). The objective is to build up a joint picture of the target in which everyone participates by filling up the elements of the picture with sources or knowledge in order to create the picture as accurate as possible. That is not a linear process, or a process containing much of the circular feedback information. That is, actually, a network process, a social process in which all target or objective focused stakeholders participate.  In the intelligence community this process is called a network-centric collaboration process (Broadvater, 2000; Clark, 2006: 13).  Picture no. 2 describes that consumers tend to operationalize the treated problem, taking into account the condition of knowledge of the target (a momentary picture of the target) and identify the information they need. Intelligence analysts work together with the staff who collect information, while sharing some segments of the target picture, and translating the needs into the so called knowledge gaps or the so called information requirements in order to submit them to persons who collect information (collectors). The persons who collect information coordinate their work according to the presented information requirements, and focus on providing the required information that is incorporated into the joint picture of the target. Analysts use that picture to deduce actionable intelligence in order to supply the consumers, who, again, may add some of their own understandings to the joint picture of the target. In addition to this, the consumers may come up with new information requirements (Clark, 2006:14).
Divergent theoretical conceptions of the models of criminal intelligence activities

The historical development of criminal intelligence is based upon the experiences of old models, with contemporary models being built on the already existing models, such as the classic reactive policing model, community policing, problem-oriented policing and compstat policing model. 
  In the 1990s, the initiatives expanded proactive policing. They aimed to catch more criminals while carrying out their crimes and to predict their criminal activities in future. This could be done only with more information from criminal milieu and more criminal intelligence activities. Theoretically, there are different models or concepts of criminal intelligence, such as, for instance, the American (Carter, 2009),  British (ACPO, 2005), Australian (McDowell, 1997) intelligence model. At the same time and for the same reasons,  the concept of Kriminalstrategie appeared in the German speaking areas with as many similarities as differences. The model is distinctive, among other things, by the so called Early warning system that enables a proper preparation for a security event in the sense of recruiting certain resources to work proactively. Further, it is important to highlight the attempts of IALEIA to establish certain standards in this field (IALEIA
, 2004), and those of EUROPOL, with a concept of SOCTA (Serious and organized crime threat assessment). In 1993, Interpol established an Analytical Criminal Intelligence Unit with the main purpose of creating conditions for producing criminal analyses at a strategic and operational level. 
One of the best examples of the community policing/ILP interrelationship can be seen in the latest tool of community policing: CompStat. Drawing its name from “COMPuterized STATistics,” CompStat may be defined as the timely and effective deployment of people and resources to respond to crime, disorder, and traffic problems and trends which are detected over a relatively short time. The process is much more than performing a sophisticated data analysis and mapping. It requires accountability at all levels of the organization, necessary resource allocation, and both immediate triage and long-term solutions to problems (Carter, 2009: 43-44). As illustrated in Figure 2, both community policing and ILP are prevention oriented and are “driven” by an information flow coming from the line-level upward. Intelligence awareness training for street officers recognizes that officers on patrol have a strong likelihood of observing circumstances and people that may signify a threat or suggest the presence of a criminal enterprise. The patrol officer must be trained to regularly channel that information to the intelligence unit for input into the intelligence cycle for analysis. Like community policing, this requires new responsibilities for patrol officers and organizational flexibility to permit officers to explore new dimensions of crimes and community problems that traditionally have not been part of a patrol officer's responsibilities (Carter, 2009: 44). Similarly, to be effective, both community policing and ILP require feedback on information analysis – whether it is crime analysis or intelligence analysis – to be consistently informed of potential problems or threats that may be encountered during the course of their shift. In this regard, what types of information do street officers need from the intelligence unit?  Ideally, intelligence analysis should address four broad questions: „1) Who poses threats? This response identifies and describes people in movements or ideologies who pose threats to community safety. 2) Who's doing what with whom? This includes the identities, descriptions, and characteristics of conspirators or people who provide logistics in support of terrorism and criminal enterprises. 3) What is the modus operandi of the threat? How does the criminal enterprise operate?  What does the terrorist or extremist group typically target and what are the common methods of attacking?  How do members of the extremist group typically integrate with the community to minimize the chance of being discovered? 4) What is needed to catch offenders and prevent crime incidents or trends? What specific types of information are being sought by the intelligence unit to aid in the broader threat analysis? (Carter, 2009: 45).

Figure 2. Comparison of CompStat and Intelligence Led-policing
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Source: (Carter, 2009: 4).
According to Ratcliff (2009), the core of the intelligence led police work is about prevention. It happens that police commanders always insist on difficult and impossible answers to the questions when and where future criminal offences will happen. The answer to those questions requires a change to be made to the concept of police work, shifting from the reactive to preventive and proactive approach. According to Ratcliff, intelligence led policing ILP depends on four mutually connected elements, colloquially called "4P"  - prevention, proactivity, predictability, patterns. These four elements are connected in a chain, which means that they are mutually dependent. Prevention activities require for the police and practitioners working on crime prevention to be oriented towards proactive actions. The proactivity implies the capacity to predict crimes. If a crime is extremely rare, we are not likely to predict the future events since it is necessary to consider the historical causes without which we cannot follow the trends and conditions under which the crime develops. The prediction requires the identification of the cause of crime. In this context, Professor Peter Gill notes that however well we understand the causes of crime, it will not enable us to predict other than in a probabilistic way. For example, ‘given certain conditions, there is x% chance of a specific crime happening in the next week...’ (e-mail correspondence Gill and Pajević, 2013)

An efficient and effective criminal intelligence model cannot be imagined without modern intelligence data bases that are constantly filled up with new data and updated, as well as computer platforms such as GIS (geographical information system). Through GIS it is possible to map five dimensions of crime: 1) legal (breach of law), 2) victim (someone or something as a target), 3) perpetrator (someone to commit a crime), 4) spatial dimension (crime committed at one place), 5) time or temporal dimension (crime committed at a certain time). Crime mapping is helpful for many forms of operative and tactical inquiries, strategic police work and prevention. It can be concluded that crime mapping is helpful for the fundamental improvement of police performance. 
In North America, the analytical work of criminal justice has the longest tradition. Yet, it was not enough to prevent the event of September 11, 2001. The reason for that was a lack of cooperation between intelligence and security organizations, as the (criminal) intelligence activities were regarded as a specialized function, and not as an integral part of the decision-making model. The investigations into the bomb attacks in Madrid and London confirmed this, when information obtained through criminal intelligence activities of various agencies were critical for the identification of perpetrators and prevention of new attacks (Mc Garell, Freilich, Chermak, 2007). In this regard, Peter Gills holds that there were many reasons for the failure to ‘prevent’ 9/11 of which the reason stated above was one, but we must not forget that intelligence, however well organised will never prevent every bad thing from happening! (e-mail correspondence Gill and Pajević, 2013) Those developments led to the changes in the criminal intelligence concept. In 2003, the US National Criminal Intelligence Sharing Plan was drafted to increase the level of trust between various agencies and set the standards for information exchange. In relation to the type of intelligence work, the only function determining all activities is the intelligence process (also known as intelligence cycle). This process offers mechanisms that ensure the consistent management of information that will be used for creating intelligence products.  The number of phases in the process can be changed depending on the model used. Yet, the intention of any intelligence model is the same: To have a systematic, scientific and logical methodology for an exhaustive analysis of information that will provide the most accurate and most actionable intelligence created and made available to the people pursuing a proper operational level in preventing security threats until the goal is accomplished. The process applies to all illegal activities such as terrorism, drug trafficking, criminal organizations or any other criminal activity. Truly, the process helps to identify the circumstances and detects the link between various types of this illegal activity. The intelligence process is in many ways like a radar spread all over the community. It calls for the identification of possible threats, determines the status of suspicious activities and offers indicators for illegal activities so that operative units can provide adequate responses. The illustration of steps and course of intelligence process: An intelligence bulletin or brief report can be used to describe certain indicators. The operatives analyze the behaviours associated with the indicators, collect further information processed in a cycle, providing thus more raw data for the analysts and helping them to improve the analysis. When the improved analysis is brought back to operative units, there is a greater probability to perform a more explicit intelligence activity that can be used by operative units in preventing illegal activities or terrorist attacks. 
It is importance to mention the National Intelligence Model (NIM) that is applied in the United Kingdom for its scientific impact. It is a business model modified to suit police agencies. The National Intelligence Model is a system based on the information and basics of the management of police operations in England and Wales. Historically, most of the police work was guided by the need to respond to the calls from the public, in terms of identifying the patterns of criminal behaviour. Police often failed to respond to the challenge, so that one came up with the National Intelligence Model to deal with this challenge by identifying the patterns and enabling a fundamental approach to problem-solving, allowing for the use of resources to solve the precisely defined problems of criminality more efficiently. The National Intelligence Model promotes the cooperative approach in police work – the only way to solve many problems is through the participation of other structures and agencies, through joint activities and coordination, by incorporating the information from the community into a strategic assessment. The National Intelligence Model deals with the serious security threats and crime prevention, risk management, allocation of resources, activities with partner agencies, etc., including three levels of policing: the first level is about tackling local crimes and disorder,
 the second level is about cross-border activities,
 and the third one is about serious and organized crimes
 (ACPO, 2005: 12). The National Intelligence Model improves the intelligence sharing capacities in the units and agencies and between the local and national policing levels. The National Intelligence Model was accepted not only by the police but also by the other agencies in the United Kingdom.
 The National Intelligence Model is intended to reduce the barriers to efficiency by producing a standardized process and language and creating a cooperative work environment (ACPO, 2005: 13). An intelligence led organisation relies, by its nature, upon information. Therefore, it is necessary to create the preconditions that enable the collection of information, their recording, assessment, distribution, witholding and publishing, as the need may be, from the available sources of information. Employees often give out information to external users, without being aware of its potential importance. The National Intelligence Model allows for the police to marshal the resources towards information collection in order to fill up the knowledge gaps. The National Intelligence Model, however, requires the police to consider how and why they collect information and to identify how to convert information into intelligence (ACPO, 2005: 13). The NIM model has been brought into line with a wider interpretation of the term intelligence. The key point about the NIM is that it focuses on predicting the structure, process and product, and does not explicitly examine the strategy that can be used for managing crime or disorder. NIM could be regarded as hypothetically successful, if the provided intelligence products support a successful operation management with the reduction of crime as a final result. Crime reduction as a precondition determines the success of the NIM model. Unfortunately, the NIM model does not refer to the cases when operation commanders understand or use intelligence products or when they use intelligence products to create the efficient and evident crime reduction strategies (Ratcliffe, 2005). NIM is designed to support intelligence-led policing. This model involves using a criminal intelligence analysis as an objective tool for decision-making, in order to ease the crime reduction and prevention processes through effective police strategies and external partnering projects (Ratcliffe, 2003; Ratcliffe, 2005). The NIM model is oriented toward crime reduction and prevention. The criterion for success is, therefore, clear and more related to police functions. With regard to that, Pawson and Tilley (1997)  use the term intelligence-led policing in a broader sense, underlining that this model of policing is a version by which one tries to influence police work harmonized with problem-oriented objective strategies (Pawson and Tilley, 1997; Ratcliffe, 2005). This can be illustrated by the model presented on Figure 3, where the intelligence unit actively interprets the criminal environment (from that point the arrow goes toward criminal environment) and uses the intelligence product in order to influence decision-makers, who, then, use the intelligence product to design a strategy that makes an impact on the criminal environment (Ratcliffe, 2005).

Figure 3. 3i model Interpret, Influence, Impact -  ILM process
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Source:  (Ratcliffe, 2005: 439)

Australia is a country that can boast of a number of successful implementations of criminal intelligence activities into police work. According to the Australian theoretician Don McDowel (1997: 12), whose approach to intelligence is extensive and in-depth, the intelligence activity in law enforcement institutions is usually followed by the process which was adopted by the international intelligence community and developed for the first time within the defence intelligence. According to McDowel, the intelligence process consists of the following seven phases: 1) project, plan and starting point; 2) data collection; 3) data arrangement; 4) establishing reliability and authenticity; 5) integration, analysis, interpretation; 6) information and reporting; 7) project overview. This intelligence cycle is the basis for the development of any kind of intelligence, primarily because such a logical sequence of the process is suitable for a flexible application depending on the requirements of an intelligence task. 
Criminal intelligence in Bosnia and Herzegovina
The established model of BiH national intelligence does not set the minimum standards for data comparison, evaluation and distribution, which would allow for police officers in any part of Bosnia and Herzegovina to make quick and reasonable decisions based on intelligence from any police force or unit. There are many obstacles with regard to the efficiently operating national intelligence model, which is intended to provide clarity and intelligence standards for police authorities, operative commanders and intelligence officers in BiH: the complex and fragmented police system of BiH, insufficient coordination, synergy and fusion, security culture (e.g. Law on Protection of Secret Data), different laws on internal affairs, administrative barriers, cultural and traditional values of some police organisations, insufficient education level, lack of relevant experts, no fusion centre and lack of skills and knowledge of intelligence management.
 The BiH criminal intelligence network for data collection is based on the following principles: 1) Any police officer and staff for civil support are the sources of intelligence; 2) Any citizen is a potential source of intelligence, and external institutions too can provide a lot of sufficient intelligence data; 3) Police officers and civil staff are trained to use standardized forms for 4x4 system when submitting criminal intelligence; 4) Only well trained persons are given the charge of the safe and responsible system of work with informants; 5) A confidential Crime Stop hot line has to be established in order to encourage citizens to provide information without being afraid that they might be identified by criminals (for example Krimolovac); 6)  The unavoidable link between the media and police is necessary to maintain such a criminal intelligence network, and persuade citizens again of their important role in fighting crimes and catching the perpetrators (Mitrović, 2008: 122). The model should be used in accordance with the given standards laid down for the registration and distribution of intelligence. It introduces rather strict measures into the management of decision-making for strategic and tactical purposes and supports the endeavours of 'uniting' law enforcement by the agencies at both local and national levels On February 15, 2000, the BiH criminal intelligence network was set up to include a Drugs Unit (IPTF), in cooperation with the Ministry of Internal Affairs of the Republika Srpska and Ministry of Internal Affairs of the Federation of Bosnia and Herzegovina, with a specific description of criminal intelligence activities in BiH. The BiH criminal intelligence network (BIHKOM) was introduced by the international community as a joint network for the parallel management of criminal intelligence systems of the Ministries of Internal Affairs of the Republika Srpska and Federation of Bosnia and Herzegovina, with an expectation that all law enforcement agencies in BiH should become linked together in future (Mitrović, 2008). In order for it to function as efficiently as possible, the criminal intelligence system is divided into five levels, with the tasks and lists of targets precisely defined for any level: 1) Level One (local issues) includes a list of targets of the local character, with the criminal investigation activities covering only the area of responsibility of a police station or administration; 2) Level 2 (PSC, regional cantonal offices, BP) includes a list of targets of the regional character, the persons who spread their criminal activities beyond the area of responsibility of a police station, acting in the area of responsibility of a public security centre or Cantonal MoI; 3) Level 3 (Entity) includes a list of targets at the national level, whose criminal activity covers the entire area of the Republika Srspka or Federation of BiH, and the whole BiH; 4)  Level 4 (State of BiH) and 5) Level 5 includes a list of targets and criminal activities in a national and transnational context, with EUROPOL and INTERPOL as the leading task forces fighting this type of crime. In Bosnia and Herzegovina, the activities of fighting and preventing the criminal activities of such persons (targets) were taken over by the State Investigation and Protection Agency (SIPA) and Border Police of BiH. Several agencies functioning at the state level, such as State Intelligence and Protection Agency, Border Police and Indirect Tax Authority use the criminal intelligence model.
The State Investigation and Protection Agency (SIPA) was established in 2002, following the adoption of the Law on Information and Protection Agency, in which this agency is defined as an independent institution of BiH, responsible for collecting and processing data that are of interest to the implementation of international and criminal laws of BiH, as well as to the protection of very important persons, diplomatic and consular offices, and buildings of the institutions of Bosnia and Herzegovina and diplomatic missions.
 A criminal investigation department, known as the acronym CID, is one part of the organisational structure of SIPA. The Criminal Investigation Department is involved in prevention, detection, and investigation of criminal offences that fall under the jurisdiction of the Court of BiH; detection and apprehension of perpetrators and bringing them before the prosecutor, under the supervision and following the directions and orders of the prosecutor in accordance with the BiH Criminal Procedure Code. CID provides the operational support to the Financial-Intelligence Department, collects intelligence and information about criminal offences, follows-up and analyses the security situation and phenomena favourable to the occurrence and development of crimes; organizes and performs criminalistics expertise. A part of the Criminal Investigation Department is a Criminal Intelligence Section, which, with the assistance of field intelligence officers located in the headquarters and regional offices, is in charge of the planned, organized and coordinated collection of crime intelligence related to cases that fall within the competence of SIPA, as well as intelligence and data necessary for the follow-up and analysis of the security situation and phenomena favourable for the occurrence and development of crimes and of interest to security of VIPs and facilities under protection, persons, groups and criminal organizations that might be linked to the perpetration of a criminal offence; organizes and implements the work with informants and undercover investigators in line with rules adopted by the director; performs a supervised and planned assessment of collected data and information, completes, selects and enters them into data bases; processes the information in an analytical manner, performs analytical searches and combinations; follows-up and analyses crime trends; exchanges intelligence and information with relevant authorities, bodies, agencies and international institutions; undertakes measures with regard to the application of special investigative operations aimed at collecting intelligence and evidence upon orders of the B&H Court and cooperates with the Operational Support Service, particularly in regard to the proposing and application of types, methods and resources in carrying out the orders of the B&H Court related to implementation of special investigative operations; manages data bases and keeps formal records as well as records about resources spent in the course of the implementation of special investigative measures and operative work; develops necessary plans and reports, performs other duties as needed. (Law on State Investigation and Protection Agency, Official Gazette Sl. glasnik, nos. 27/04, 63/04, 35/05 and 49/09). 

The Border Police of Bosnia and Herzegovina (the former State Border Service of BiH) was established following the Law on State Border Service of BiH, which was enacted by the High Representative in Bosnia and Herzegovina, in line with his mandate, on January 13, 2000. 
 The Border Police is organized to provide the coordination of all activities at the central, regional and local level and thus offer highly specialized services that are necessary for performing the tasks from its scope of work. In its organizational structure, the Main Investigation Office is responsible for doing criminal intelligence.
With the adoption of the Law on Indirect Taxation System on December 29, 2003, the Parliament of Bosnia and Herzegovina made a legal base for establishing the Indirect Taxation Authority, the largest state-level institution.
 The Department for the Implementation and Compliance with Customs and Taxation Regulations consists of the Intelligence Section, Trafficking Prevention Section, and Centralized Information and Cooperation Section in which the criminal intelligence concept of work is applied.

In one of the pioneer researches called 'The Analysis and Comparative Overview of the Implementation of Criminal Investigation and Operative Activities in BiH', Damir Bevanda came to a significant conclusion that the observed police agencies achieve results at a tactical level, while, at a strategic level it is necessary to exert additional efforts in terms of providing a clear picture to police managers on the dimension and scope of organised crime. Hence, the managers should attach greater importance to criminal intelligence operations. To that end, Bevanda offers recommendations that can be implemented by all law enforcement agencies at the level of BiH: 1) Work systematically to tackle organized crime, 2) Introduce detailed by-laws governing the issue of criminal intelligence, 3) Introduce and initiate the practice of setting specific tasks to Criminal Intelligence Sections, 4) the Criminal Intelligence Section to assign tasks to other units with feedback, when possible, 5) Encourage and motivate the uniform police to collect data, 6) Introduce analysts from the public, 7) Introduce specialized softwares for analytic work, 8) Process publicly available data, 9) Introduce the work post of a record keeper, 10) Position criminal intelligence activities under the direct responsibility of police managers in order to draw attention of all police officers to the importance of this dimension of police work, 11) Provide better equipment, 12) Develop security criteria in the building and deny access to unauthorized persons, 13) Organize additional training, 14) Develop a strategic dimension, 15) Put a focus on targeting (major groups involved in organized crime), 16) Introduce by-laws to govern the issues related to informant handling, 17) Put a focus on the institute of informant and develop the modalities of giving awards. In this context, no. 13 recommendation about positioning criminal intelligence under direct responsibility of the police manager is overemphasized because it is the usual practice for criminal intelligence offices to function within the organizational structure of criminal investigation departments (e.g. already existing arrangements in BiH) or at a horizontal organizational plane as an investigation department (for instance, 'S4' analytical department in Austria that is separate from investigations). 

Conclusions
Dominant threats can be effectively managed by integral operations of the security sector authorized to handle the present-day security challenges based on intelligence (Intelligence-driven ili Intelligence-led). That requires a completely new approach and more intensive cooperation, interaction and information exchange between all agencies of the security-intelligence sector. The new approach calls for the establishment of the intelligence function that produces operative and tactical intelligence and distributes it to all relevant organisations. To improve the information exchange, however, it has to be protected by the communication means, including the information on management capacities. Intelligence-led operations are often cheaper than any other operations. Prevention is more efficient than repression. With an appropriate pool of operative or tactical intelligence it is possible to better direct and adjust operative activities towards a security problem. Such an approach usually requires less resources. The intelligence-led operative work is necessary in fighting terrorism, above all. On the other hand, such an approach is equally necessary in all agencies with a preventive function in fighting organized crime and proliferation of weapons of mass destruction. The success of this intelligence model relies on three elements: 1) Effective intelligence analysis. 2) Effective information dissemination to street officers. 3) Trusting relationships and effective communications between law enforcement and community members.
In one of his novels, a writer of Bosnia and Herzegovina, Derviš Sušić, wrote: " With such a turbulent past like ours, it is a good thing that we are not born with grey hair ". This clearly illustrates how important and necessary the quality of living is. The theoretical conceptions and recommnedations can have the application value in the process of harmonization of the legislative and institutional criminal intelligence framework in BiH for the purpose of preventing more efficiently the security threats and risks and establishing the security standard as better as possible.
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� Peter Gill refers to Mark Phythian Understanding the Intelligence Cycle, Routledge 2013, which contains a number of relevant essays including one of intelligence led policing by Jim Sheptycki  and a chapter that Phytian and Gill have written challenging the utility of the 'cycle' model (e-mail correspondence Gill and Pajević, 2013).


� Early law enforcement intelligence units, notably going back to the 1920s, borrowed an old method from the military known as the “dossier system.” Essentially, intelligence files were nothing more than dossiers–files with a collection of diverse raw information about people who were thought to be criminals, thought to be involved with criminals, or persons who were thought to be a threat to the safety and order within a community. Bootleggers during prohibition and many of the high-profile criminals of the early twentieth century – for example, Bonnie and Clyde, the Barker Gang, Machine Gun Kelly, Al Capone – were the typical kinds of persons about whom police agencies kept dossiers. During the depression of the 1930s, little was done in the law enforcement intelligence arena. Other priorities were simply higher; the pervasive threat to the country was the economy, not criminality. Circumstances began to change in the latter part of the decade as Communism – or the “Red Scare” – became predominant. The police relied on the only system they had used: the dossier (Carter, 2009).


� Publication of the Law Enforcement Analytic Standards (Standards, 2004), the result of this recommendation and the collation of previous contributions on the role of analysts, provided the foundation for the development of professional standards for analysts.  As a result of a review of subsequent publications on analytical standards since 2004, Global and the CICC have published this 2012 version that reflects current progress toward institutionalizing the role of the analyst.  In its entirety, this version describes management’s role in shaping the analyst’s environment—from hiring and supervising through producing professional products for investigators and decision makers.





� Level 1- Local crimes and disorder, including anti-social behaviour, which can be monitored and controlled through local resources, e.g. the crimes occurring in the area of basic command unit BCU that covers the geographical area within police forces such as the Metropolitan Police, known as area, division or operative command unit, or in the area of a small police group. The Level 1 police activities in larger BCUs are done through local police teams in the neighbourhood. In this case the BCU dislocates the resources at the neighbourhood level, with proper arrangements that have to be made for the purpose of collecting and providing intelligence and allocating activities.


� Level 2 – Cross-border activities including more than one BCU, as part of services or activities being the subject of work of other services as well, or in case of regional criminal activities requiring monitoring and control, for which it is necessary to allocate additional resources.


� Level 3 – Serious and organized crime usually operating at a national and international level, where it is necessary to use proactive means for identification, successfully handle the target operations performed by special police units. Preventive activities too are carried out at a national level (ACPO, 2005: 12).


� Serious and Organised Crime Agency - SOCA, United Kingdom Immigration Services - UKIS and Crime and Disorder Reduction Partnerships - CDRP.


� With the adoption of the Law on State Investigation and Protection Agency, in June 2004, the Information and Protection Agency was transformed into the State Investigation and Protection Agency, and vested police powers, as the first police agency operating on the whole territory of BiH. This law defines SIPA as an administrative organization of the Ministry of Security of BiH, operationally independent, responsible for preventing, detecting and investigating the criminal offences from the jurisdiction of the Court of BiH, providing physical and technical protection for persons and buildings that require protection, providing protection for witnesses under threat and other activities from its scope of work, as specified by this law (Law on State Investigation and Protection Agency, Official Gazette Sl. glasnik, nos. 27/04, 63/04, 35/05 and 49/09).


� The Border Police of BiH began to operate on June 6, 2000 with the establishment of the First Border Police Unit of the Sarajevo Airport. The process of taking over the activities of supervision and control of the state border crossings by the entity and cantonal MoIs was going on in phases and was completed on September 30, 2002 with the inauguration of the Strmica Border Police Unit. The Border Police of BiH controls the entire BiH border that is 1551 km long, with 89 border crossings, of which 55 international (including four international airports in BiH), and 34 crossings for small scale cross-border traffic.  (http://www.granpol.gov.ba/o-nama/?cid=15,2,1)


� In 2004, there was a merger of the former customs administrations of the entities and Brčko District. Simultaneously with the process of reorganization of the customs service, a Taxation Sector was established, for the first time at the state level, with a task to develop and implement a single system of value added tax. The year of 2004 was marked by the merger of the customs administrations and transfer of authorities. The Administration as a single entity started to function in BiH as a whole as of January 01, 2005. Only one year and a half later, the ITA started with the process of registration of VAT payers, which was the final phase of preparations for the introduction of VAT. The ITA successfully finished, in the shortest time possible, the introduction of the new taxation system, which was assessed by the relevant international organizations as one of the key steps for the establishment of a single economic space, reduction of grey economy, stimulation of foreign investments and reduction of foreign trade deficit (http://www.uino.gov.ba/b/O_nama/O_nama.html)


� See: Law governing the indirect taxation system in BiH, Official Gazette Sl. glasnik BiH, nos. 44/03, 52/04, 34/07 and 49/09)








